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Fig. 8: Taxonomy of design issues in RFEHNs

Fig. 9: Usage of Residual Energy by Dewdrop

Fig. 10: Wake-up Voltage Vs Task Rate by Dewdrop

be considered are request delivery time, recharging time and
travel time of the requesting sensor node. The on-demand
energy recharging problem for RSN has to be analytically
evaluated on the pretext of overall network throughput and
energy efficiency that has not been addressed in literature. The
drawback of effective wireless energy transfer and request in

RFID sensor networks still needs to be addressed between
cooperative and clustered nodes. The major challenge in the
network with wireless energy transfer is to decide the amount
of energy to be transferred to the nodes [82]. The process
of transmitting wireless energy not only requires an increased
energy consumption by the access points, but also conceives
a strong intervention to other networks sharing the same
platform and their respective duty cycles. To overcome this
expense of energy, the access point may recharge the nodes
based on their wireless energy demand. The communicating
nodes have to make the decision for energy transfer across
wireless medium with regards to the charged cost and at-
tainable data transmission conduct, from the access point.
The existing solutions that are discussed in [81] focuses
on non- cooperative scenarios for wireless energy transfer
and requests, where the nodes can comparatively request for
wireless power transfer for an active access point and use that
energy for data packet transmission. Unfortunately, the issue
of intervention management due to wireless energy transfer
was not taken into consideration by the authors. Zhenping
et al. proposed a distributive event-triggered interaction for
time synchronisation so as to curtail the energy consumption
in WSNs [83]. Ivan et al. proposed a co-operative solution
to efficiently handle energy conservation and data collection
in the wide areas of RSNs that are under heavy network
densities [82]. Constantinos et al. proposed three novel routing
protocols for efficient charging and also to address the vital
limitations of efficient wireless energy transfer in WRSN [84].
The more attention seeking issues for energy transmission lies
in the fact of quantifying the energy of each communicating
node and the dynamics of communication when the nodes
are in a sleep state. There are relatively fewer research
contributions that are related to these aspects in the literatures
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till date. Fadi et al. introduced an architectural framework
for node employment and fault delay tolerance in RSNs
under the IoT standardisation [85]. Liguang et al. developed a
mathematical model (OPT-t) which is dependent on time for
locating conjointly a wireless charger and a mobile base station
on the same spectrum [86]. An optimisation model has been
formulated to derive the optimal policy for each mobile sensor
node to capture the cooperation techniques and strategies about
recurring coalition evolution [87]. Adelina et al. proposed four
new communication protocols for efficient energy recharging
and wireless energy conservation [88] while the authors in [89]
have designed energy based and spectrum dependent MAC
protocols for Wireless Nano Sensor Networks (WNSNs). The
aim is to attain considerable network throughput and optimal
lifetime of channel bandwidth access by mutually optimising
the harvestable energy and power consumption processes in
Nano sensors. Sindhu et al. had developed an efficient energy
distribution algorithms, Q-learning algorithm, with exploration
mechanisms based on the e-greedy method as well as Upper
Confidence Bound (UCB) [90]. An energy consumption model
based on energy consumption analysis for WNSNs by unitedly
reckoning the energy consumption of both sender and receiver
has also been developed and implemented [91]. Haipeng et
al. proposed the approximation algorithms for the Minimum
Mobile Charger Problem (MinMCP) for two-dimensional (2D)
WRSNs and investigated on the design of their recharging
routes [92]. Kaikai et al. have explored the transmission energy
minimisation issue in a WNSN with the technique of on/off
keying (OOK) modulation, and developed the corresponding
Minimum Transmission Energy (MTE) coding solutions with
the considerations of code rate constraint and code word length
constraint [93].

C. Challenges of Energy Management in RFID Sensor Net-
works

The combination of RFID and WSN is an inevitable ad-
vancement in IoT research that will result in a high level of
collaboration and technical progress. The goal of achieving
effective and robust integration of RFIDs and WSNs needs
some technical challenges as depicted in Figure 11, to be
addressed as proposed by researchers in the literature. A good
collision free scheduling needs to be defined for both RFID
and WSN for the reduction of possible interferences under
heavy network densities [1].
The distribution of devices, techniques and accessing proce-
dures that can be employed for a wider range of applications is
also one of the vital initiatives towards mitigating the issues of
integrating RFID and WSN. The factors of cost effective ma-
terial and most efficient manufacturing processes are also held
accountable for the successful integration of RFID and WSN.
Hai et al. [2] have presented a discussion on new challenges
such as the use of multihop networks to maximise the read
range of passive RFID networks and ubiquitous deployment
of RFID sensor networks under heavy network densities. The
simulators that combine both RFID and WSN also play a
prominent role for the development of integrated RSN systems
in the field of pervasive computing. The integration of RFIDs

and WSNs is a yet to surface and premature technology in the
IoT realm. So far, the potential drawbacks in promoting such
integration are energy conservation, real-time dynamic perfor-
mance, semantic data cleaning, data filtering, localisation of
nodes, anti-collision, bandwidth constraints and authentication
for security concerns [8]. Many of the research contributions
for integrating RFID and WSN to attain an energy efficient
routing mechanism have only concentrated on the efficiency
factor rather than the demand for gaining decisive and real-
time interactions. The deployment of huge quantity of RFID
readers in the same place will eventually encourage issues such
as cost factors, query processing time and interference. The
researchers in [12] have proposed that the major challenges
accounting for the integration of RFID and WSN include the
necessity for extremely lower energy consumption, energy
scarcity of sources and inefficient accuracy of low-power
sensors.
The integrated systems should have simulators that are capable
of modelling, analysis, performance evaluation and optimisa-
tion as analysed by authors in [2] and [12]. Energy efficiency
has been a critical issue when embedding RFID and WSN
together. ZigBee (IEEE 802.15.4) is considered to be the best
configuration scheme for WSN based industrial applications as
it satisfies reliability, cost factors and meets the need for lower
power consumption. ZigBee has no resemblance pertaining
to the aspect of data transmission rate because it was not
developed for a high data rate duty cycle from each connected
node. ZigBee is still an immature technical advancement than
the proprietary spread-spectrum solutions [4]. Consequently,
there are nil standard based research contributions which can
integrate RFID and WSN into one network separately, most
probably because of limited research focus, varied research
backgrounds and major limitation of higher energy consump-
tion [15]. In order to overcome the significant challenge of
limited lifetime of RSN, the two strategies for EM in RSN
are EH and ET.

IV. COMPARISON AND DISCUSSION

There are significant challenges for communication and
routing when RFID and WSN are combined such as local-
isation of nodes, security breaches, scalability, interoperability
and energy scarcity. As shown in Table III, the sensor networks
are tabulated according to the applications type and network
topology. The type of energy management strategy employed
has also been summarised.
The methods by which energy can be managed in sensor

networks can be threefold: They are either by mitigating
the energy consumed by the nodes, harvesting or storing
the energy from sources such as sun/wind/vibration followed
by energy recharging and transmission either over dedi-
cated communication channels or wireless medium. These
techniques can probably improve the performance of the
networks and increase its lifespan, thereby ensuring zero
node failures and packet losses. It can be noted evidently
that [62], [81], [82], [85], [87], [92] and [94] have focused
on energy conservation by combining both RFID and WSN,
whereas [69], [70], [83], [84], [86], [88], [89], [93] and [95]
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have focused on mitigation of the energy consumed by the
communicating nodes for only WSN. Figure 12 and 13 have
been depicted on the basis of comparative analysis of all the
95 articles that have been used as references. The tabulation
as depicted in Table III had been derived for all articles and
with respect to column 4 and 5 of the table. The first pie chart
representation in Figure 12 depicts that 68 articles out of 95
are not RSN-enabled and 27 are RSN-enabled. The second
graphical representation as in Figure 13 can be interpreted
from the statistical analysis that 53 articles have focussed upon
mitigation of energy consumption (ECM) as means to manage
the energy levels followed by 10 articles on energy recharge
(ER), 23 on energy harvesting (EH) and 9 on energy storage
(ES) respectively, few of which have been tabulated in Table
III. The surveys carried out with regards to sensor networks

Fig. 12: The percentage of RSN employment among research contri-
butions

down the timeline by the research community have shown
that energy consumption plays a vital role for routing and

communication. This review article is the first of its kind to
have surveyed the core issues of EM for RSN when there are
many devices connected to each other over the internet.
Though batteries and capacitors are considered to be the
primary energy sources for WSN, its limited lifetime and
unpredictability for event-driven nodes makes it possible
to face potential drawbacks such as energy scarcity, node
failure, packet loss and poor network performance. These
reasons eventually lead to either frequent replacement of
batteries, sending and receiving recharge requests or periodical
eradication of the batteries. Hence, in order to overcome
these limitations, energy harvesting from renewable sources
of energy have taken a faster pace when compared with
existing solutions for RSN communications. This mechanism
guarantees a promising solution for the issue of energy scarcity
in RSN. This comparative analysis also illustrates the relative
issues of energy management that have been solved by the
researchers along with the type of experimental validation.
The aforementioned illustrations and tabulations drive back
the future research directives that need to be addressed for a
promising network performance and energy efficient commu-
nication for RSN. The authors are working on this aspect of
how to manage the harvested RF energy efficiently in order
to mitigate node failure and increase the network lifetime.
The cooperative solutions that are under development are
aimed at providing promising solutions for mobility devices
in IoT paradigm by RFEH and transmission of energy over
dedicated communication challenges. Further studies in this
regard will be carried out to test the feasibility of the solutions

Fig. 11: Taxonomy of RFID Sensor Network Challenges
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Fig. 13: EM techniques and strategies

in comparison with existing solutions for large scale RSN
under dynamic network conditions.

V. IOT - AN OPEN RESEARCH DIRECTIVE

With IoT being envisioned as the future of smarter tech-
nology, it can extensively be utilised for the optimisation of
energy when enormous objects are connected over a hetero-
geneous platform. The aforementioned sections in this paper
have clearly stated that when combining RFID and WSN,
there is an issue of EM. The evolution of IoT and usage of
many devices can help overcome the issue of poor coverage
of RFID reader or inefficient read range of passive RFID tags
in clustered RSN a ground reality. Hence, the novel concept
of Wi-Fi backscattering [74] for instance, can be employed
for lowering the energy consumption and thereby, improving
the read range of tags. This technique eventually makes EH
more dynamic and ET less time-consuming due to smaller
energy storage capabilities. But, the issue of reader sensitivity
and tag sensitivity in complex integrated systems still needs to
be addressed. The design of cross-platform routing protocols
for wireless energy transmission through an IoT framework
is also seen as the most vital attention seeking research
directive. The devices when connected on a shared spectrum
can cause interferences over the communication channels.
Hence, interference management is also a significant research
challenge for EM in RSN and needs to be addressed. The
design of novel communication protocols based on IoT that
can alleviate the potential drawback of interferences for RF
based EM in the wide area of RSN can be articulated as a
promising solution. Hence, IoT as a whole, can be foreseen
as a promising research directive to overcome the challenges
of EM in RSN. Consequently, RF powered cognitive radio
network has some of the design issues for RF harvesting which
are spectrum sensing, channel access, spectrum management
and hand-off. With the advent of spectrum access in a dynamic
manner, cognitive radios can improvise the efficiency of the
spectrum and capacity of sensor networks. Both spectrum
and energy efficiency can be achieved by secondary users
through combining RFEH capabilities with cognitive radio
network (CRN). Such a network can be termed as RF-
powered cognitive radio network. There are recent research
contributions which focus upon optimal channel selection,
spectrum sensing and bandwidth management. These trade-off
based upon spectrum sensing, data transmission and RF energy

harvesting in a multi-channel RF-powered CRN are focused
upon by the authors in the literature. The detailed description
about the research contributions and results achieved is out of
the scope of this paper.

VI. CONCLUSION
In this paper, we have discussed the issue of energy man-

agement in an IoT paradigm. The research contributions of
integration of key technologies of IoT which are RFID and
WSN with their related types, applications and challenges have
been outlined through consecutive sections. It was therefore,
learnt that energy efficiency is the most vital attention seeking
issue that needs to be addressed for RSN. In order to know
the concept of energy management in RSN, it is necessary to
understand the concept of energy related aspects of RSN in
IoT contexts. However, from the discussions in the previous
sections of the paper it can be noted that, many researchers
have not focused much on the energy management aspect
for RSN. Therefore, novel algorithms which take energy
conservation into consideration along with energy recharging
and optimisation of harvested energy, need to be developed for
RSN. Another major attention seeking aspect is developing the
simulation tools that will combine both RFID and WSN for
energy conservation from renewable sources.
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